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Cyber-Security on Software and Hardware level 

The generic term „Safety“ describes an ideal situation where all risks are excluded. 

Such one hundred percent safety situations will technically never be achieved.  

So realization will always be to near the ideal situation as close as possible.  

As there are so many different risks there will be as many different strategies to 

prevent these risks. For selection of the best solution one has to know  as much as 

possible about the relevant  ambient conditions and the used equipment. During our

training we will explain the terms and the ways of thinking of Cyber Security and 

Functional Safety. Afterwards we will consider the human factor and highlight the 

available organizational protective measures. 

At the end we will explain what technical measures could increase Cyber Security 

for your systems. The practical part of the training will demonstrated by use HIMA 
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Application program 
uration:
1 day, beginning 08:30  ending 16:30 

umber of participants: minimum 4, maximum 10 
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